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Release Overview
for Early Access & General Availability in Q3 (July - September 2024)

 Developer Releases, Auth0 by Okta
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Safe harbor
This presentation contains "forward-looking statements" within the meaning 
of the "safe harbor" provisions of the Private Securities Litigation Reform Act 
of 1995, including but not limited to, statements regarding our financial 
outlook, business strategy and plans, market trends and market size, 
opportunities and positioning. These forward-looking statements are based 
on current expectations, estimates, forecasts and projections. Words such as 
"expect," "anticipate," "should," "believe," "hope," "target," "project," "goals," 
"estimate," "potential," "predict," "may," "will," "might," "could," "intend," "shall" and 
variations of these terms and similar expressions are intended to identify 
these forward-looking statements, although not all forward-looking 
statements contain these identifying words. Forward-looking statements are 
subject to a number of risks and uncertainties, many of which involve factors 
or circumstances that are beyond our control. For example, global economic 
conditions have in the past and could in the future reduce demand for our 
products; we and our third-party service providers have in the past and 
could in the future experience cybersecurity incidents; we may be unable to 
manage or sustain the level of growth that our business has experienced in 
prior periods; our financial resources may not be sufficient to maintain or 
improve our competitive position; we may be unable to attract new 
customers, or retain or sell additional products to existing customers;

customer growth has slowed in recent periods and could continue to 
decelerate in the future; we could experience interruptions or performance 
problems associated with our technology, including a service outage; we and 
our third-party service providers have failed, or were perceived as having 
failed, to fully comply with various privacy and security provisions to which 
we are subject, and similar incidents could occur in the future; we may not 
achieve expected synergies and efficiencies of operations from recent 
acquisitions or business combinations, and we may not be able to 
successfully integrate the companies we acquire; and we may not be able to 
pay off our convertible senior notes when due. Further information on 
potential factors that could affect our financial results is included in our most 
recent Quarterly Report on Form 10-Q and our other filings with the 
Securities and Exchange Commission. The forward-looking statements 
included in this presentation represent our views only as of the date of this 
presentation and we assume no obligation and do not intend to update these 
forward-looking statements.

Any products, features, functionalities, certifications, authorizations, or 
attestations referenced in this presentation that are not currently generally 
available or have not yet been obtained or are not currently maintained may 
not be delivered or obtained on time or at all. Product roadmaps do not 
represent a commitment, obligation or promise to deliver any product, 
feature, functionality, certification or attestation and you should not rely on 
them to make your purchase decisions.
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Auth0 Developer 
Product Releases 

Auth0 is focused on delivering secure, seamless, 
and developer-friendly Identity solutions. Our latest 
releases aim to strengthen security, improve user 
experience, and streamline developer workflows, 
helping you build secure digital experiences.

Developer Features and Products.

Now Generally Available

Added

Now Early Access

Updated 
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Developer Resources
Auth0

From improving customer experience through 
seamless sign-on to making MFA as easy as a 
click of a button - your login box must find the 
right balance between user convenience, 
privacy and security. 

Identity is so much more than just the login 
box. Optimize for user experience and privacy. 
Use social login integrations, lower user 
friction, incorporate rich user profiling, and 
facilitate more transactions. 

Resources

Auth0

Auth0 Developer Center: Click here 

Auth0 Blog: Click here 

Auth0 Community: Click here  

Languages and SDKs: Click here

Quickstart: Click here

Auth0 APIs: Click here

Auth0 Developer Blog: Click here

Auth0 Marketplace: Click here

http://auth0.com
https://developer.auth0.com/
https://auth0.com/blog/
https://community.auth0.com/
https://auth0.com/docs/libraries
https://auth0.com/docs/quickstarts
https://auth0.com/docs/api
https://auth0.com/blog/developers/
https://marketplace.auth0.com/
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Now Generally Available

Customized Sign-Up and Login
Feature of: Core Platform / Available in: All plans

Universal Login now enables customers to add fields and text to the 
signup and login prompts to collect additional information and store that 
information in the user profile. Customers can now require that custom 
fields to be completed (checked, filled-out, etc.) before continuing with 
the authn process.

Additional Resources

● Auth0 Universal Login Docs

● Centralized Universal Login vs Embedded Login

WCAG 2.2 AA
Feature of: Core Platform / Available in: All plans

Web Content Accessibility Guidelines (WCAG) version 2.2 AA for Universal 
Login. Includes several accessibility improvements to Universal Login as 
part of our efforts to reach WCAG 2.2 AA guideline conformance.

Additional Resources

● WCAG 2.2 AA Support Docs

● Changelog

https://auth0.com/docs/authenticate/login/auth0-universal-login
https://auth0.com/docs/authenticate/login/universal-vs-embedded-login
https://support.auth0.com/notifications/66106b9351d014c651b1fa45?_gl=1*av6g9y*_gcl_aw*R0NMLjE3MjQwNzAyNjguQ2owS0NRancyb3UyQmhDQ0FSSXNBTkF3TTJHN0JTODZMX0dUaHVONGQ2b1RwZ3hLY3dySi1GSDVtdExEN29PUG1GUGwxaG93LUFOaWRwVWFBaGpRRUFMd193Y0I.*_gcl_au*MTM4NTE0NDM1Ni4xNzE3NTk3NjQ0*_ga*NzU4MTY0MzQ0LjE3MjE5MzkzNjM.*_ga_QKMSDV5369*MTcyNDA2OTE3Ni4yOC4xLjE3MjQwNzA0MDMuNjAuMC4w
https://auth0.com/changelog#5baR8FpiDSxj3ERxR7YGC5
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Now Generally Available

Inbound SCIM for Enterprise Connections
Feature of: Enterprise Connections / Available in: B2B Essential, B2B 
Professional, Enterprise, Enterprise Premium SKUs

A new log stream filter category streams out only SCIM tenant logs when 
SCIM is enabled on the tenant. Through this capability, customers can 
monitor the full details of all the SCIM requests that Auth0 receives and 
get notified when a user is created, updated, or deleted using SCIM. 

Additional Resources

● Log Stream Filters Docs

● Changelog

Forms
Feature of: Actions / Available in: All CIC plans, as well as the Advanced 
Extensibility SKU for more than 30 Actions+Forms.

A no-code visual editor that enables developers and UX teams to 
customize signup and login experiences, available as a feature of Okta’s 
Customer Identity Cloud Actions extensibility platform.

Additional Resources

● Forms Docs

● Forms Blog 

https://auth0.com/docs/customize/log-streams/event-filters
https://auth0.com/changelog#3iRVwR6TAFeSJhqIYwIWK2
https://auth0.com/pricing
https://auth0.com/pricing
https://auth0.com/docs/customize/forms
https://www.okta.com/blog/2024/05/ready-to-deliver-better-customer-experiences-no-code-identity-orchestration-is-your/
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Now Early Access

Self-Service SSO
Feature of: Enterprise Connections / Available in: B2B Professional and 
Enterprise Plans

Provide your business customers with a hosted workflow to configure 
Single Sign-on (SSO) access to your SaaS application that works with the 
major identity providers. This is now available in Private Early Access. If 
you are a B2B Professional or Enterprise customer, please reach out to 
your Auth0 account contact to request access.

Additional Resources:

● Changelog

https://auth0.com/changelog#6yUU9XNKYCS1zzW9FMm9Xh
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Updated

*These materials and any recommendations within are not legal, privacy, security, compliance, or business advice. These materials are intended for general informational purposes only and may not reflect the most current security, privacy, and legal developments nor all relevant issues. You 
are responsible for obtaining legal, security, privacy, compliance, or business advice from your own lawyer or other professional advisor and should not rely on the recommendations herein. Okta is not liable to you for any loss or damages that may result from your implementation of any 
recommendations in these materials. Okta makes no representations, warranties, or other assurances regarding the content of these materials. Information regarding Okta's contractual assurances to its customers can be found at okta.com/agreements

New Localization Languages for Universal Login
Feature of: Universal Login / Available in: All plans

We’ve added 27 new languages to Universal Login’s extensive list of 
localization options. This means customers can now localize 
authentication journeys with out of the box translations for 78 different 
languages!

Additional Resources:

● Universal Login Internationalization Docs

● Changelog

Introducing React Native SDK v4
Feature of: Core Platform / Available in: All Plans

With react-native-auth0 v4, developers will be able to use advanced 
biometric authentication to obtain credentials. This new SDK version also 
makes it possible to switch between domains for authentication.

This feature is currently in EA, GA will be available in Q3. 

Additional Resources:

● React-native-auth0 v4 GitHub Toolkit

● Changelog

http://okta.com/agreements
https://auth0.com/docs/customize/internationalization-and-localization/universal-login-internationalization
https://auth0.com/changelog#N24DeD6TQlpaHmd0h7tvP
https://github.com/auth0/react-native-auth0
https://auth0.com/changelog#6pWelAu6R7sfd50nzV8V8z
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Updated

Minimum Characters for Organization Names Lowered
Feature of: Organizations / Available in: All plans

The  minimum character requirement for Organization Name and 
Organization Display Name has been reduced  from 3 to just 1 character. 

Plus, our Organization search has been updated to return exact matches 
for queries with fewer than 3 characters.

Additional Resources:

● Changelog

Remove Auth0 Team Members from all Tenants 
associated to the Team
Feature of: Teams / Available in: All plans

Deleting a Team Member from the Teams dashboard removes that 
Member’s access to Teams and now deletes the Team Member from all 
team tenants they are a member of. However, if you just want to remove 
access to one or more tenants, you can now do so from the Team 
Member's details page.

Additional Resources:

● Teams Docs

● Changelog

https://auth0.com/changelog#eeLptIN0waOspIUZiLLx0
https://auth0.com/docs/get-started/auth0-teams
https://auth0.com/changelog#4UAHMdQqR7SvZyKBRMM90W
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Added

JWT Access Tokens Profiles
Feature of: Core Platform / Available in: All plans

Opt-in to use RFC 9068 or Auth0 JWT profile for access tokens 
depending on the API. Increase compatibility across API gateways and 
simplify onboarding on to Auth0 from other Identity solutions.

Additional Resources 

● Access Token Profiles Docs

● Changelog

Flexible Identifiers

Feature of: Core Platform / Available in: All plans

Flexible identifiers enable the use of any combination of phone number, 
email, or username as an identifier at sign-up and sign-in. Key updates 
include:

● Better compatibility with Organizations
● Username and Sole Identifier Improvements
● Overall Increased Stability 

Additional Resources 

● Changelog

https://auth0.com/docs/secure/tokens/access-tokens/access-token-profiles
https://auth0.com/changelog#6TIsTCk8yfxx6q3697EcZg
https://auth0.com/changelog#6plwJQ1ijFgBuo5FeFAOGA
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Added

Managing Session and Refresh Tokens in Actions
Available in: All Enterprise Plans

We have released improved capabilities to manage sessions and 
refresh_tokens in Actions.

Now you can get detailed information on both using event.session and 
event.refresh_token. Additionally, you can revoke them by using 
api.session.revoke() and api.refreshToken.revoke() methods.

Additional Resources 

● Refresh Tokens Docs

● Changelog

Bot Detection Now Upgraded with ASN Reputation Signals
Feature of: Attack Protection / Available in: Attack Protection

Latest upgrade to our fourth-generation Bot Detection, featuring enhanced ASN 
reputation signals and untrusted IP data. By integrating these data sources into 
our proprietary Bot Detection ML model, we can more effectively target 
scripted attacks that frequently change. 

Additional Resources 

● Bot Detection Docs

● Changelog

https://auth0.com/docs/secure/tokens/refresh-tokens
https://auth0.com/changelog#2AEqpT39ykQYm2IvmvSxR1
https://auth0.com/docs/secure/attack-protection/bot-detection
https://auth0.com/changelog#3oBtz0qd2mJNzCFdvNJHUE
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Added

Auth for GenAI
Available in: Sign-up for a waiting list to participate in our Alpha

Auth for GenAi makes it easier for you to build your GenAi applications 
securely. 

GenAI is a series of features that allows you to confirm that your AI agents 
have the right and least privileged access to sensitive information. It can 
call APIs securely on behalf of users to integrate with others and securely 
implement on-demand user authentication when background/async AI 
agents need user confirmation for actions. 

Additional Resources 

● Sign up for Alpha Access here.

http://auth0.ai/



