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These materials and any recommendations within are not legal, privacy, security, compliance, or business advice. These materials are intended for general informational purposes only and 
may not reflect the most current security, privacy, and legal developments nor all relevant issues. You are responsible for obtaining legal, security, privacy, compliance, or business advice 
from your own lawyer or other professional advisor and should not rely on the recommendations herein. Okta is not liable to you for any loss or damages that may result from your 
implementation of any recommendations in these materials. Okta makes no representations, warranties, or other assurances regarding the content of these materials.  Information 
regarding Okta’s contractual assurances to its customers can be found at okta.com/agreements. 

http://okta.com/agreements


Safe harbor
This presentation contains “forward-looking statements” within the meaning 
of the “safe harbor” provisions of the Private Securities Litigation Reform Act 
of 1995, including but not limited to, statements regarding our financial 
outlook, long-term financial targets, product development, business strategy 
and plans, market trends and market size, opportunities, positioning and 
expected benefits that will be derived from the acquisition of Auth0, Inc. 
These forward-looking statements are based on current expectations, 
estimates, forecasts and projections. Words such as “expect,” “anticipate,” 
“should,” “believe,” “hope,” “target,” “project,” “goals,” “estimate,” “potential,” 
“predict,” “may,” “will,” “might,” “could,” “intend,” “shall” and variations of these 
terms and similar expressions are intended to identify these forward-looking 
statements, although not all forward-looking statements contain these 
identifying words. Forward-looking statements are subject to a number of 
risks and uncertainties, many of which involve factors or circumstances that 
are beyond our control. For example, the market for our products may 
develop more slowly than expected or than it has in the past; there may be 
significant fluctuations in our results of operations and cash flows related to 
our revenue recognition or otherwise; we may fail to successfully integrate 
any new business, including Auth0, Inc.; we may fail to realize anticipated 
benefits of any combined operations with Auth0, Inc.; we may experience 
unanticipated costs of integrating Auth0, Inc.; the potential impact of the 
acquisition on relationships with third parties, including employees, 
customers, partners and competitors; we may be unable to retain key 

personnel; global economic conditions could worsen; a network or data 
security incident that allows unauthorized access to our network or data or 
our customers’ data could damage our reputation and cause us to incur 
significant costs; we could experience interruptions or performance 
problems associated with our technology, including a service outage; the 
impact of COVID-19 and variants of concern, related public health measures 
and any associated economic downturn on our business and results of 
operations may be more than we expect; and we may not be able to pay off 
our convertible senior notes when due. Further information on potential 
factors that could affect our financial results is included in our most recent 
Quarterly Report on Form 10-Q and our other filings with the Securities and 
Exchange Commission. The forward-looking statements included in this 
presentation represent our views only as of the date of this presentation and 
we assume no obligation and do not intend to update these forward-looking 
statements.

Any unreleased products, features or functionality referenced in this 
presentation are not currently available and may not be delivered on time or 
at all. Product roadmaps do not represent a commitment, obligation or 
promise to deliver any product, feature or functionality, and you should not 
rely on them to make your purchase decisions.
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Welcome to the Okta 
Customer Identity Solution 
Release Overview
Q3 2023

Welcome to the Release Overview of Okta’s recent feature launches in 
the Customer Identity Solution.

From Front-Channel Single Logout to Access Scenario Testing Tool, 
Okta powers streamlined security that factors in access policies and 
threats to deliver convenient, intuitive experiences that users expect.  



Customer Identity Solution 
General Availability

Access Scenario Testing Tool (Policy Testing Tool)
Feature of: all products/ Available in: all SKUs
Streamline access scenario testing and generate a comprehensive list of applicable policies for users and groups trying to 
access a specific application, all without the need to run simulations to help troubleshoot access issues and ensure the 
seamless deployment of new features into production with confidence.

Enhanced Security Checks for Unmanaged Device
Feature of: Access Management / Available in: AMFA SKU

Proactively mitigate risk and improve overall security posture by defining access policies based on security posture checks 
on unmanaged devices.

Headless Access to Okta AWS CLI
Feature of: Developer Tools / Available in: All SKUs

Enable users to attach the AWS CLI to other headless processes like Continuous Integration and Continuous Delivery. It can 
work with the existing secrets management process and can be secured to only certain apps and certain operators with 
access to the app and secrets. It allows interactive and programmatic sessions to coexist with proper authorization.
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Front-channel Single Logout (SAML/OIDC)
Feature of: Core Services / Available in: SSO SKU
Reduce security risk, protect user privacy with Front-channel Single Logout (SAML/OIDC). Allow end-user to logout of 
multiple apps or services simultaneously by initiating logout from a single application.
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